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Purpose Introduction 
 

 
 

1 – Introduction 
 

 
 
 
 
 

Purpose 
 

This manual provides advanced troubleshooting information specific to the Enhanced Dispenser 

Hub (Part Number PA040300XXX) which is incorporated with the Gilbarco® Passport®   

system.  
 

 

IMPORTANT INFORMATION 
 

Only for Passport V8.02 or later systems that support the Enhanced Dispenser Hub. 
 
 
 
 

 

Intended Users 
 

This manual is intended for the Gilbarco®  Authorized Service Contractors (ASCs)/Customer 

Specified Contractors (CSCs) who install, service, and repair the Passport systems. 
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Introduction Related Documents 
 
 
 

Related Documents 
 

 
Document Number Title GOLD Library 

MDE-3816 Passport Hardware Start-up and Service Manual • Passport 

• Service Manual 

MDE-3817 CMOS BIOS Setup for Passport Passport 

MDE-3839 Passport System Installation Addendum Passport 

MDE-4823 Passport System Enhanced Dispenser Hub Start-up and Service Passport 

MDE-4910 Passport Enhanced Dispenser Hub Connections Manual Passport 

MDE-4926 Enhanced Dispenser Hub Drive Replacement Guide Passport 
 

 
 
 
 

Required Tools 
  

• Spare Keyboard with PS/2 connection (a USB keyboard will not work) 

• Spare Monitor (9” G-SITE® monitor may be used) 

• Spare USB Mouse  

• USB Flash Drive (S704-10001FD) with Passport Recovery Images and Enhanced 

Dispenser Hub Operating System Images 

 • Bootable USB WinPE Drive (created using MDE-4926) 

 • Anti-static Strap 

• Phillips® Head Screwdriver 

• Cable Snips to Cut Tie Wraps 
 

 

 
 
 

Abbreviations and Acronyms  
 

 
Term Description 

ASC Authorized Service Contractor 

ASU Automated Software Upgrade 

CRIND® Card Reader IN Dispenser 

CSC Customer Specified Contractor 
 

GUI Graphical User Interface 

MWS Manager Workstation 

POS Point Of Sale 

TAC Technical Assistance Center 
 
 
 

 

Technical Support Center 
 

If you must contact the Gilbarco Technical Support Center, call at 1-800-743-7501
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2 – Using a VGA Monitor for Diagnostics 
 
 

. 

 Connecting a monitor to the Enhanced Dispenser Hub will provide the ability to diagnose 

 issues with the unit when connecting with remote desktop is not available. 

 

 When attempting to utilize a monitor it will be required to load the video drivers as the EDH                       

 will automatically turn off the video feed until the driver is loaded.  

 

 

 

Loading the Video Driver 

 
  

1. Connect a keyboard, monitor and mouse directly to the EDH. (Note: USB Keyboards are NOT 
supported.  A PS/2 keyboard will be required.) 

2. Boot up the EDH in safe mode by depressing the F8 key during start-up. 
- From the Windows Advanced Options Menu select “Safe Mode”. 

- On the following screen select “ Passport Production Mode” 

 

3. Once the Window XP Professional box populate hold down the Left Shift Key.                               
This will populate a log on dialog box.  

4. Sign into Windows using the PassportTech account.  

 

NOTE: The password will be notated on the Security Manager Report if the                                        

system has been secured. 

 

5. Using Windows Explorer navigate to the following directory: 
- C:\Drivers\Video\Win2K_XP\v14.32.3\win2k_xpl14323 

6. Run setup.exe 
7. Follow all prompts and selecting all defaults that it display’s 
8. Once setup is complete and the EDH is rebooted allow the unit to log into                                            

Windows normally. 
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3– Determining When a Hard Drive should be 
replaced. 
 

 

 
 
 
 
 

Utilizing Current Documentation 
 
Ensure that you are referring to MDE – 4823, Passport System Enhanced Dispenser Hub 
Start-up and Service Manual. 
 
Section 5 provides list of start-up messages that have key indicators to determine if the  
Hard Drive should be replaced versus reimaged.  If you are encountering messages that are not listed 
or have questions regarding how to proceed, contact Technical Support immediately (1.800.743.7501). 
 
 

Considerations 
 
A couple factors should be considered before replacing the drive. 
 

1. Will the Enhanced Dispenser Hub boot into Windows? (If so, a replacement may not be 
required.) 

2. If the Enhanced Dispenser Hub will not boot into Windows,  
what error messages are populating on the unit?  

3. Are the dispensers online and operational even though 
the MWS or CWS indicates “ DHUB Disconnected “?  

4. Is the Enhanced Dispenser Hub continually or intermittently 
rebooting itself? (If so, attempt to isolate components through process of elimination. For 
example, if you remove the Compact Flash does the EDH then boot into Windows?) 

5. Has the hard drive in the Enhanced Dispenser Hub been  
recently replaced?  

6. Are all connections from the motherboard to hard drive seated 
Properly and connected to the proper device. (Reference Section 6 of this document.) 

7. If attempting to access the Enhanced Dispenser Hub via Remote 
Desktop , are the correct passwords being used? (Access Notepad or a command 
prompt from the Server and type the password from the report.  Verify that the proper 
case is present and all characters match the report.) 

8. Can you establish a connection with Remote Desktop to the 
Enhance Dispenser Hub? 

9. When the EDH is attempting to boot does it stop and display “ NTLDR.SYS is missing “ 
or a Windows XP Blue scrren? This could indicate an issue with the Hard Drive , 
Motherboard or SDRam in the unit. 

10. Is the EDH continually rebooting at the same point in the startup process? This could 
indicate an issue with the Hard Drive , Motherboard or SDRam in the unit. 
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Event Viewer 
 
When you suspect that the Enhanced Dispenser Hub has a potential hard disk drive issue, 
it is recommended that you use Event Viewer to see if it indicates any issues related to the 
hard disk drive or controller.  
 
The error messages displayed within Event Viewer will indicate the following: 
 

- Date and time of the occurrence. 
- The source device or application involved in the occurrence. 
- The occurrence type. 

o Information 
o Warnings 
o Errors 
o Success Audits 
o Failure Audits 

 
 

IMPORTANT 
Do not attempt to diagnose any error messages populated by Event Viewer other than the ones 

mentioned within this section. All other errors that are indicated causing an impact to the 
Passport System Hardware or Software should be immediately reported to Passport Technical 

Support for assistance. 

 
 
 
 

Using Event Viewer to Detect Hard Drive and ATAPI issues 
 
 

1. From the System Maintenance Tool bar select Call Center then Evt Viewer. 
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2. Once Event Viewer Populates select System within the left column. 
 

 
. 
 

3. From the top select View and then select Filter from the drop down. 
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4. From System Properties change the Event Source to Disk and click 
the Apply button. 

 
 

 
 
 

5. The only events that will now populate will be any associated to disk events. 
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6. If any events populate , double click on that event for a complete description 

of the specific error. 
 
 

 
 
 
 
The above specific description, \Device\Harddisk0, has a bad block,  
indicates that the primary hard drive of the unit has the bad block. 
 

  This would be a good indication to perform a check disk on the drive to  
ensure that the drive needs replacement. 
 
 
 
 
 

IMPORTANT INFORMATION  
 

There above error is only an example of one of the possible Disk Errors that 
could be reported. It is critical that you utilize the time stamps and descriptions 

of each reported occurrence to guide you to the proper path of resolution.  
 

It is critical that you perform the below ATAPI check before concluding  
the root cause of failure is the Hard Disk Drive. 
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ATAPI Errors 
 

IMPORTANT INFORMATION  
 

ATAPI is part of the Enhanced Integrated Drive Electronics (EIDE) interface. 
 

This interface is used between the motherboard data path and the computer’s  
storage devices such as Hard Disk Drives, CDRom Drives, and other storage media. 

 
 The EIDE interface is built into the motherboard and the ATAPI provides  

commands required for controlling the storage device so that the computer 
can use the IDE interface and controllers.  

 
ATAPI errors can indicate a possible Motherboard, Cabling, Power supply, 

BIOS and/or Hard Drive issues.  
 

 
 

1. From System Properties tab in Event Viewer change the Event Source  
to atapi and click the Apply button. 
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2. The only events that will now populate will be any associated to ATAPI errors. 

 

 
 
 

3. If any events populate , double click on that event for a complete description 
of the specific error. 



  

  

- 12 - 

 
 
 
 
 
 
 
 

IMPORTANT INFORMATION  
 

There above error is only an example of one of the possible ATAPI errors 
 that could be reported. It is critical that you utilize the time stamps and descriptions 

of each reported occurrence to guide you to the proper path of resolution.  
 

It is critical that you verify that all probable causes are ruled out before replacing 
the hard disk drive.  
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Probable causes of ATAPI errors 
 

- Defective Motherboard. 
- Defective Hard Disk Drive. 
- Loose Power and/or Data Cabling. 
- Defective Power and/or Data Cabling. 
- Another storage device connected to the system is faulty causing 

Issues with the affected ATAPI address being reported by Event Viewer. 
- Improper BIOS programming. 

 
 

 

When to use Check Disk 
 

Check Disk is a useful tool that will also indicate if the failure is with the file  
structure, data or an actual bad data block on the drive itself. 
 
Keep in consideration that file system corruption can occur due to drive failure as well, 
but it can also occur as a result of the unit being hard reset or from forced power off  
conditions. This corruption can lead to one or more files being inaccessible and creating 
unstable operating system conditions. It is more common to experience impacts on the 
database, data files or Passport binaries as a result of hard resets and forced power off 
conditions. 
 
Abnormal termination of EDH processes or generally unstable behavior may be a good 
indication of file system corruption. 
 
 
 
 

 
WARNING 

 
When a Check Disk is performed it will take system actions to 
attempt to repair any errors detected. Although uncommon, it is 

possible for it to remove one or more invalid files or folders, leading 
to the EDH becoming unbootable, or Passport failing to start. 

 
This is a small risk, but please be aware that this could occur.  
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How to perform a Check Disk 
 

NOTE 

The following procedure will be followed when you are 
working directly on the Enhanced Dispenser Hub or when 

using remote desktop to access the unit. 

 
 
 

1. Access the Passport Image Control Panel. 
2. Select the Administrative Command Prompt. 
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3. Once the Administrative Command Prompt populates  
Type chkdsk /v and press enter. (Note: There is a SPACE between “k” and “/”.) 

 
 
Check Disk will now perform a scan of the hard drive and provide the  
results of the scan. 
 
If the scan of the hard drive returned results indicating that it found  
Issues with the drive as notated in Figure 1. You will need to continue 
Proceed to step 5.  
 
If the results indicate normal drive conditions you should now begin to 
Troubleshoot possible software issues or other hardware related issues. 
 
Figure 1. 
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4. In the Command Prompt type chkdsk /r /f and press enter. 
 
 

 
 
  This command will check the hard disk for any bad sectors and 
  attempt to recover the readable data contained within that sector. 
 
 

5. Select YES when you are prompted if you would like the volume 
to be checked the next time the system restarts. 
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6. To reboot the Enhanced Dispenser Hub type shutdown –r and press enter. 
 
 

 
 
 
 
 
 

7. The following dialog box will populate and indicate that the system will 
reboot. 
 
 

 
 

8. Once the Enhanced Dispenser Hub reboots it will immediately begin 
     to check the drive. It is recommended that you have a monitor connected 

to the unit. This will allow you to monitor the process and results.  If there are errors that 
cannot be repaired, then drive replacement is recommended. 
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4 – How to Determine the Appropriate Recovery 

Path. 
 
 
 

 

 

 

 

 

Replacing the EDH Hard Drive 
 
 Verify that the site has a valid Security Manager Report before you begin the process. The 
 PassportTech password and the iButton password will be required. 
 
 If the EDH bootable, attempt to discover what images and backups are available.  
 Attempt to identify the following: 

� Has this location been recently installed? 
� Are database backups available at a point AFTER the system was secured? 
� Do the backups contain corruption you are attempting to resolve? 

 
 When replacing the drive , try where possible to use the WinPE boot usb drive to load Image 
 Recovery. Utilizing this process will restore images and database backups. This is also the  
 fastest and easiest way to get the site trading again.  
 
 
 
 
 
 

NOTE 

 
Only reinstall the Enhanced Dispenser Hub software 
from scratch if you have no other option available. 
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Restoring Scheduled Backups 

 
 Restoring a scheduled backup should be utilized when it has been determined that one or more 

of the databases are damaged and cannot be recovered or when completing an overall 
recovery manually.  

 
 This procedure will restore the system to the latest instance of the database before the failure 
 occurred.  
 

- Utilize this function when : 
o Corruption is found on the unit. 
o Repetitive unexplained software feature / functionality issues.  

o After replacement of the hard disk drive. 
 

You should only have to manually restore backups in selected circumstances. 
These would include: 
- Failure of the automatic process (WinPE, Image Recovery boot usb drive) to restore the 

database. 
- Lack or recovery images or a problem with the recovery images, forcing a reinstallation of 

the system. 
- Database corruption that is non-repairable. 

 
If it is required to restore from a backup on the EDH, you will typically use the “Restore 
Database Server/EDH” option tab in System Recovery.  Utilizing this feature you would only 
select to restore the globalstore and network databases and deselect restoration of 
configuration information. 
 

 

 

 

Restoring an Image 

 
 Restoring an image allows you to determine what you would like to restore based on the 
 data that is contained within that image.  
 

- Utilize this function when : 
o After the replacement of the hard disk drive. 
o Unexpected loss of system and software functionality that require a clean installation. 

 
When utilizing the “Reimage “function of System Recovery on the EDH you will be prompted 
for the PassportTech password and you will likely also need the iButton password. 

 
Several factors need to be kept in mind before an image is restored. A couple of these 
considerations should be: 

 

• Was this image created before or after the system was secured? (If this image was made 
PRIOR to system security being enabled, then the Security Manager report and passwords will 
NOT be required.  If the image was AFTER the system was secured, then the Security Manager 
report and passwords will be required for data recovery.) 

• Do valid database backups exist that will allow the system to be restored to the point required? 

• Does this image contain corrupt data or taken in a date range that included the current issue 
being reported by the site? 
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• Do you have the necessary reimaging material in the event that this restoration fails? (Note: In 
certain cases, it may be required to perform a clean installation of software. You should be 
prepared for this event with proper installation CDs and/or USB drives.) 

• Do you have the Security Manager Report available to you? 
 

 

 

Restoring SQL Server Database 

 
 The SQL Server Database houses the configuration and settings for the Enhanced  
 Dispenser Hub. This may be required if the image or backup that you are restoring  

does not contain the latest site data. 
 
 
- Utilize this function when : 

o Restoration of an image does not contain the most recent system data. 
o Corruption of current database and a recent database backup resides before 

the corruption occurred. 
 
 

- The databases that would require restoration on the Enhanced Dispenser Hub are: 
o GlobalSTORE 
o Network 
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5 – How to determine if Backups are good 
 

 
 
 
 

Passport System Recovery 
 
Utilize Passport System Recovery on the Enhanced Dispenser Hub to validate the information you are 
attempting to recover before you begin the recovery process. 
 
Once you have accessed Passport System Recovery ensure that you have the “Restore “tab selected 
left side of the utility.  
 
 
 

Scheduled Backups 
 
From the “Restore” feature select “Restore Scheduled Backup – Server/EDH”. 
 
 The Status Summary tab will give you generic information about the scheduled 
 Backup if one exists.  
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Select the “Scheduled Backups “tab and this will populate the following information:  
  

- Location and size of backup. 
- Version of Passport Software for the backup. 
- Age of most recent Transaction Log.  
- Validation Status of the backup. 
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Images / Snapshot Information 
 
 
 
From the “Restore “feature select “Re-Image Machine”. 
 
The “Status Summary “Tab will give you generic information on the Image if one exists. 
 
 
 

 
 
 
The “Snapshot Backup “tab will give you detailed information about the data to help you determine 
the correct path of recovery.  
 
Ensure that you verify the Version, Date and Age of the data before proceeding.  
 
Once you have verified this information and choose to restore the image , the parts of the image 
will be verified before the reimage process occurs. If the one or both parts of the image are  
  damaged and unusable the system will reboot an indicate with an error message.  
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SQL Server Databases 
 

 
From the “Restore” feature select “Restore Databases – Server/EDH” 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



  

  

- 25 - 

 
 
Select the databases to be validated and click on the “Verify Selected Data” button.  
 
 

 
 
This will populate verification and indicate the dates and times of each database. 
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Select yes to continue. 
Once the validation process completes you will receive a notification on the results 

 
 

 
 
 

Once the SQL Server Databases have been validated and you are certain the date and times 
are within the appropriate target , you can proceed to restore the database.  
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6 – Motherboard Connection Reference 

 

 
 
 
 
 

Enhanced Dispenser Hub Motherboard 

 
The following diagram and connections reference will assist  you to determine the appropriate 

connections to be made from the motherboard to specific hardware of the Enhanced Dispenser Hub. 

 
 

Motherboard Connection Location To 

  

CN3 Audio Line Out 

CN4 MIC IN 

CN15 Serial I/O Board – COM5 RJ45 

CN16* Power Connection for Serial I/O Board , Hard 
Drive and Compact Flash Bridge Board 

CN18** Serial I/O Board – Pump Loop 1 thru 4 

CN19 Serial I/O Board – COM6 RJ45 / PS2 KB 

CN20 Serial I/O Board – Hard Drive LED Indicator 

DDR2_A1*** DDR2 SO-DIMM  

DDR2_B1 DDR2 SO-DIMM 

FAN_CPU3 EDH Case Fan 

PRN3 Parallel Port 

PWR3 +19V Power Adaptor 

RJ45_3 LAN ( On Board ) 

RJ45_4 COM 1 , COM 2 , COM3 , COM 4 

SATA1 SATA connection for Hard Disk Drive 

SATA2 SATA connection for Compact Flash Bridge 
Board 

SW3 Power On Button 

USB3 USB1 , USB2 

USB4 USB4 , USB 4 

JP7 CMOS Clear Jumper 

JP9 **** VGA Port 

 
 
* Yellow Cable on connection aligns to pin 1. 
** Red Cable on the connection aligns to pin 1. 
*** This resides underneath the PCB. 
**** Orange cable on the connection aligns to pin 1. 
 
NOTE:  Pin 1 of the connection is indicated as a square on the motherboard diagram. 
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Serial I/O Board  

 

 
The following diagram and connections reference will assist you to determine the appropriate 

connections to be made from the Serial I/O Board to the Motherboard of the Enhanced Dispenser Hub. 

 

 

 

 

 
 

 
 

NOTE: The LED on the Serial I/O Board indicates if there is proper communication from  

    Motherboard to the Serial I/O Board for pump loop communications protocol. 

 

 

LED Status Indication 

Steady Flashing Link Good 

OFF Link Down 

 

 

 If the LED Status is indicating a link down condition this could indicate an issue with  

 either the Motherboard, Serial I/O Board or Interconnect cable. 
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7 – Reprinting the Security Manager Report 
 

 

 

Overview 

 
The passwords contained on the Security Manager Report are required to access specific 
secure functions and features of the Passport.  

 

 

IMPORTANT 

The following process is valid if the site has lost their copy of the Security Manager Report. 

To reprint this report you will need at least the Admin account password 

And the Security Report Password.  

 

 

 

Please refer to MDE-4743 PA-DSS Implementation Guide for further information on 

performing specific Security Manager functions.  

 

 

How to reprint the Security Manager Report 

 
1. Access the System Maintenance Tool Bar and Select EDHub. 
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2.  From the EDHub tab select Security Mgr.  

 

 

 

 
 

 

 

 

 

 

 

3. Once the Security Manager Interface populates input a username with 

administrator access and the appropriate password and select Login. 

 

 
 

 

 

 

NOTE 

The Passport Tech User Name represented above is only shown as an example. 

This does not indicate the appropriate Administrator login for your 

specific site that is being serviced. 
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4. Once signed into the Security Manager Interface select the System Management 

button. 

 

 
 

5. Once you have accessed System Management select the Security Manager 

Report button. 
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6. From the Security Manager Report interface select Print Report. 

 

 

 
 

 

 

 

7. This will populate the password entry field. Enter in the appropriate  

Secure Report Password and select OK. Once the valid password 

  is entered the Security Manager Report will print. 
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9 – How to Reimage the EDH to the 06 Image 
 

 

 
NOTE 

 
This should be followed in cases where you have a preloaded EDH that needs to change 
versions, a site that is switching software versions or any other case you need to get 

the EDH back to the original image. 
 

 
 

Step 1. 
 
 Access the EDH and validate that the two EDH image files are located in 
D:\gilbarco\images. There should be an E3280600.GHO and GHS. 
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NOTE 

 
If the images files are NOT present on the EDH proceed to Step 2. 

If the Image files ARE present on the EDH proceed to Step 3. 

 
   
Step 2. 
 
 If the images are not present you will need to copy them. You can do this by inserting a 
thumb drive (part number S704-10001) which contains the images into a USB slot on the 
EDH and copy and paste the EDH images into D:\Gilbarco\Images. 
 
If you do not have a USB drive then you would need to share the Servers CD drive by 
going into Local Resources on your Remote Desktop connection to the EDH. 
 
 
 

 
 
 
 
Once connected and on the EDH you should access windows explorer and copy the 
files from the CD drive on the server into D:\gilbarco\images on the EDH. You will have 
to insert one CD at a time and copy the two files displayed in the figure above.  
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Step 3.  
 
Open a DOS prompt and sign on as an admin by typing in the runas command to sign 
on as PassportTech. Then enter the Password which is 911Tech. 
 
 

Runas /u:passporttech cmd 
 
 
 

 
 
 
 
   

NOTE 

 

If the system has been secured and you are reimaging 
to the 06 image the password will NOT be 911Tech you 
would need to enter the password from the security 

report. 
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Step 4.  
 
From the administrative command prompt type: 
 

cd c:\gilbarco\sr\bin 
 
and press enter you should now be at: 

 
c:\gilbarco\sr\bin 
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Step 5. (AT THIS TIME REMOVE YOUR THUMB DRIVE)  
 
 
From the administratice command prompt type:  sr /action=restoreimage 
/path=D:\gilbarco\images\E3280600.GHO /tool=ghost /reboot=true   and press enter. The 
EDH should reboot and then begin imaging. 
 

 
 
  
 

NOTE 

 

There should be spaces after sr, image, .GHO and ghost. Once 
you type d:\ you can type in G and press tab and it will populate 
Gilbarco. Then you can type in \i and hit tab and it will populate 
images. Then you can type in \E and hit tab twice and it will 

populate the proper image to restore. Ensure it says .GHO at the 
end. 

 

 
 
 

NOTE 

 

You can watch the EDH image with a monitor connected to it or 
you can run a constant ping to 10.5.50.2 -t to know when it 

finishes. 
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Step 6.  
 
Once complete, log into the EDH through remote desktop, you should now be able to do 
this without enabling remote support.  
 
There should be a pop up on the screen to reboot the EDH. Go and select yes to reboot 
the EDH (if there is no messages proceed to the next step).  
 
Once it reboots get back into the EDH through remote desktop and access windows 
explorer and confirm your drive mapping on the EDH, it should look like the example 
below. 
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Step 7.  
 
If your drive mapping is correct proceed to Step 9.  
 
If it is not correct proceed to the next step. 
 
Step 8.  
 
From the start bar open up a command prompt and type in the following commands.  
 
 
1. Net stop dlhandler 
2. Net stop asusvc 
3. Net stop startprocsvc 
 
 
 
 
 
Now perform the steps listed below: 
 

• Start -> Control Panel -> Administrative Tools -> Computer Management (then “right 
click” to bring up menu).  

• Select RunAs and select user PassportTech and enter the appropriate password. 

• Select Disk Management 

• Select the drive labeled D and go to Action, All Tasks and Change Drive letter and path. 

• Assign the Compact Flash which should be assigned D drive to “F” 

• Repeat to assign the “Backup” drive which should assigned T to “D” if not already 
there. 

• Close out of Computer Management 
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From the start bar open up a command prompt and type in the following commands: 
 
1. Net start dlhandler  
(you may receive an error starting dlhandler it is safe to proceed without worry) 
2. Net start asusvc 
3. Net start startprocsvc 
 

 
 
 
 
 
 
You are now ready to load your software on the EDH. Proceed to the next 
Step! 
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Step 9. 
 
 Access windows explorer on the server and go to C: Epsfiles\DLH\OLD.  
 
You should see two files one should be the base software version and one should be 
the patch.  
 
Highlight the base passport version and copy and paste it or drag it into the DLH folder. 
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Step 10.  
 
Access the EPS Dashboard and click the button under Connect to EDH services labeled 
Automated Software Upgrade (ASU) 
 

 
 
 
You should now be viewing the ASU tab. You should see it displaying Connected. 
Waiting on Status 
 

 
 
Click the home tab and then click Push and Install Packages on the EDH your base 
version should now begin to install. 
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Your software install will be complete when you see the following ASU screen. ASU will 
be disconnected while the EDH reboots. 
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Step 11.  
 
You will now need to brand the EDH. Check to ensure the EDH has reconnected by 
checking the last status.  
 
Go to the branding and activation tab and click Connect to EDH install. In a few seconds 
the Set Brand and Activate Secondary PSP’s on the EDH button will appear.  
 
Click the Set Brand and Activate Secondary PSP’s on the EDH button. 
 

 
 

Note: Do not be alarmed by the message above in the Last Status bar. It is normal and 
will not cause you any harm. Also note the EDH currently has no brand this should 
change once branding and activation is complete 
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Step 12. 
 
It is now time to install your patch. Go ahead and close out of your dashboard window.  
 
You should now access windows and copy your patch from c:\epsfiles\DLH\OLD back 
into DLH 
 
 
 

 
 
 

NOTE 

If there are multiple patches you only need to copy the 
current patch. 
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Access the EPS Dashboard and click the button under Connect to EDH services labeled 
Automated Software Upgrade (ASU) 
 

 
 
 
 
You should now be viewing the ASU tab. You should see it displaying Connected. 
Waiting on Status 
 
 

 
 
Click the home tab and then click Push and Install Packages on the EDH your base 
version should now begin to install. 
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NOTE 

You should see the patch version showing here not the base 
version. 

 
 
Your software install will be complete when you see the following ASU screen. ASU will 
be disconnected while the EDH reboots. 
 

 
 
 
 
You have now completed the EDH Reimage! 
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